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Summary of mitigations  Assessment  
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Short form PIA for Integrated Electronic Monitoring and Reporting System (IEMRS) 

cost  
without backup.  

disposed of. Images and 
associated information of 
events of interest will be 
retained.  
The draft amended MPI   
Retention and Disposal 
Schedule that has been 
discussed with the Chief 
Archivist sets out the 
following rules:  

Imagery excluding any events 
of particular interest will be 
kept for not less than three 
months (2 months active, 1 
month inactive).  
Imagery including events of 
particular interest that have 
no actual or potential legal 
implications (for example, 
bycatch events where all 
relevant legal requirements 
were met) will be kept for 
not less than seven years (2 
years active, 5 years inactive). 

Imagery capturing potential 
compliance issues will be kept 
for not less than seven years 
(2 active, 5 inactive).  

Note: The current MPI  
Retention and Disposal 
Schedule (DA613) already has 
disposal coverage for 
imagery capturing identified 
compliance issues (excluding 
taskforce operations) which 
will be kept for not less than 
seven years.   

MPI Information  
Management will submit the 
amended Schedule (DA613)  
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Short form PIA for Integrated Electronic Monitoring and Reporting System (IEMRS)  

High level analysis  Summary of risks 
of this project  

Summary of mitigations  Assessment  

  
  
  
  
  
  
  
  
  
  
  
  
  
Personal information 
retention period.  

  
  
  
  
  
  
  
  
  
  
  
  
  
Personal 
information is 
retained after it is  
no longer needed.  

for final approval to the Chief 
Archivist. The amended 
Schedule will be posted for a 
month by the Chief Archivist 
to notify an intention to 
dispose of public records.  
Following this proposal the 
Chief Archivist and MPI will 
negotiate the final form of 
the amendment to the 
current disposal authority.    
  
  
The project intends for 
personal information to be 
disposed of according to the 
Disposal Schedule above.  
Some personal information 
relating to events of interest 
will be retained for a longer 
period, for example for 
prosecutions.     
Information retained for 
prosecutions may be kept as 
long as is needed as the 
purpose for collection for 
that purpose (and the legal 
authority) is clear.  
This risk would be mitigated 
through the writing of clear 
business rules for the 
retention of personal 
information.    

  
  
  
  
  
  
  
  
  
  
  
  
  
Medium  
  
  
  
  

Access and correction Principle 
6 and 7  
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Short form PIA for Integrated Electronic Monitoring and Reporting System (IEMRS) 

The Privacy Act 
Privacy Principle 6 
entitles an individual 
access to personal 
information held by 
the Ministry.  Crew 
and observers have a 
strong case to view  
EM personal  

The protection of 
privacy of persons 
whose images are 
in the footage 
needs to be 
balanced against 
the excessive 
administrative 
burden of  

The simplest mitigation is to 
adopt MPI policy for 
managing privacy requests by 
staff about personal 
information about them held 
by MPI.  It is MPI practice to  
make all personal 
information about an 
Individual available to the 
individual. This is normally  

Medium 

High level analysis Summary of risks 
of this project  

Summary of mitigations Assessment 

information held by the 
Ministry.    

obscuring their 
identities through 
editing.  The cost 
of redaction of 
video footage is 
approximately 

per hour of 
footage to be 
edited.    

done by giving staff the 
relevant files to read.    
MPI could adopt the practice 
of enabling crew and 
observers to view EM footage 
containing their own personal 
information.  This could be 
done by making copies of the 
footage available (with the 
individual’s personal 
information) available to the 
individual for viewing at the 
nearest MPI office with the 
capacity to display EM 
footage.    
MPI would protect the privacy 
of individuals captured by EM. 
Faces for example could be 
pixelated or blacked out. MPI 
has done this before.  
MPI has a robust process for 
managing Privacy Act requests 
and OIA requests.  

Accuracy of information Principle 
8 

This is not an issue with 
ER, GPR, EM collection 
of information.  

none none Very Low 
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Short form PIA for Integrated Electronic Monitoring and Reporting System (IEMRS)  

Use and disclosure Principles 
10 and 11  

Sharing information 
with other agencies.  
  
  
  
  
  
  
  
  
  
  

MPI may wrongly 
share personal 
information with 
agencies   
  
  
  
People may be 
unaware how their 
information may 
be used.  
  

Information sharing 
arrangements exist or will be 
put in place so that all 
agencies understand how and 
when they may access 
information.  
  
This risk is mitigated by the 
use of Camera notices by 
Permit holders and written 
information given to crew and 
observers by their  

Medium  
  
  
  
  
  
  
  
  
  
  
  

High level analysis  Summary of risks 
of this project  

Summary of mitigations  Assessment  

  
  
  
Sharing information  
with researchers  
  
  

  
  
  
While information 
will be published 
in an anonymised 
form researchers 
may view 
unedited footage 
that includes 
images of people.    

respective employers, as 
outlined above.  
  
Ensure researchers are aware 
of the confidentiality 
provisions that relate to all 
information provided to them 
by MPI as part of contracted 
services.  

  
  
  
Low  

  
  
Unique identifiers  
Principle 12  

  

Not an issue.   none  none  Very Low  
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